
11. Phones and Cameras
Mobile phones and tablets contain a lot of information about your personal life that you probably don’t want the police reading.

Police do not have powers to read through or look at images on your phone unless searching you under the Terrorism Act. The most 
effective way to prevent casual viewing is by using some form of pin lock.

For more information about security on your phone visit Privacy International’s site  or download their leaflet ‘Free To Protest: The 
protestor’s guide to police surveillance and how to avoid it’

Regardless of what power they are using, they can not demand that you delete any photos from a phone or digital camera.

After an arrest, the police can download information from your mobile phone into their computers. Most 
operating systems such as Android and iOS have the option of encrypting your device and messaging 
systems in order to protect your data.
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https://greenandblackcross.org/guides/stop-and-search/11-phones-and-cameras/

https://www.privacyinternational.org/long-read/4483/guide-police-surveillance-your-devices
https://greenandblackcross.org/wp-content/uploads/2021/11/cop-surveillance-FREE_TO_PROTEST-UK-EDITION-1.pdf
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